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Notice Clause Existing Clause Revised Clause
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12 9 The revamp/redesigned website is to be The revamp/redesigned website is to
hosted on a dedicated server (DC-DR be hosted on a secure Server hosted
setup with high availability) and must in India and complaint with RBI and
have improved response time GOl norms.

13 12 Bidder should also be responsible for | Secure server environment hosting
creating separate development (DC/ DR | with BCP plan at DC-DR. The hosting
Setup) and UAT environment setup for | must be in India only and complaint
multiple users simulating near production | with RBI and GOI data localization
functionalities. DC and DR setup to be in | guidelines.
sync on real time basis.

16 24 Post deployment, the bidder has to carry Auditors to be deployed by bank-
out Cyber Security Audit through CERT-IN = | Post audit inspection and
Empanelled Vendor without any compliance to be done by bidder at
additional cost to the bank and submit no additional cost to bank. It will be
report to the Bank with compliance. the responsibility of vendor to
mitigate observations of auditors
from time to time.

17 28 The proposed solution should be able to | The proposed solution should be able
integrate with SIEM, Active Directory/ | to integrate with Active Directory
LDAP/ PIM, DAM, Security Solutions for | Security  Solutions  for user
user authentication or with any other | authentication or with any other
solution/ tool as stated by the Bank in | solution/ tool as stated by the Bank
order to have control and visibility. in order to have control and visibility.

28 6 SSL certificate(s) will be SSL certificate(s) version to be
procured/renewed and configured by the | informed by Bank for deployment by
successful bidder on website without any | the successful bidder on website
cost to the bank. without any cost to the bank.

27 4 The Aryavart Bank website setup should The Aryavart Bank website setup
have protection using Web Application should have protection against DDoS
Firewall (WAF) for application layer Anti-DDoS protection should be
attacks. Also Anti-DDoS protectien should | factored for both volumetric and
be factored for both volumetric and application layer attacks.
application layer attacks. .

31 30 The proposed solutlon shall have the | The proposed solution shall have the
ability to freely change forms, flelds, | ability to freely change forms, fields,
workflows, escalations and authorlzation | workflows, escalations and

structures and reports according to bank
requirements/processes without affecting

authorization structures and reports
according to bank :
requirements/processes without







